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The BCBSKS Proprietary 834 Acknowledgement was created to assist Employer Groups and 
Vendors submitting the 834 Health Care Benefit Enrollment and Maintenance transaction with an 
additional method of identifying warnings and rejections.   
 
If warnings and/or rejections are not present, the BCBSKS Proprietary 834 Acknowledgment 
(ACK) will not be available 
 
When the BCBSKS Proprietary 834 Acknowledgement is created it will be available in the "Outbound" 
folder.   
 
Naming format: “ACK_input filename_internal file ID.input file extension (if present)_date-time” 
 

 
 Data With Error Report  

Executed Thursday, June 22, 2017 02:30:31 PM (Central Daylight Time) 
E:\EDIFECS\XEServer\profiles\834_Batch\workspace\B24C8371-C7CC-40F9-BD28-
70110A97CEB1 

Powered by Edifecs 

 
This report shows the results of a submitted data file validated against corresponding guidelines. If there are errors, you must fix the application that 
created the data file and then generate and submit a new data file.  

 
 

Report Summary 

 
Total Errors: 4 

Total Warnings: 3 
Total Informations: 0 

  

 
Error Count By WEDI SNIP Type 

SNIP 
Type 

SNIP Name Counts 

0 System 0 

1 EDI Syntax 

2 Errors 
0 Warnings 

0 
Informations  

2 
HIPAA 
Syntax 

1 Errors 
2 Warnings 

0 
Informations  

3 Balancing 0 

4 Situational 

1 Errors 
0 Warnings 

0 
Informations  

5 
External 
Code Set 

0 

6 
Line of 
Service 

0 

7 
Partner 
Specific 

0 Errors 
1 Warnings 

0 
Informations  
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Edit definitions  
 
1. EDI Syntax (Integrity Validation) = validating segments, segment order, element attributes,     
    numeric values in numeric data elements, validation of X12 syntax and compliance X12 rules 
 
2.  HIPAA Syntactical = Validation of requirements HIPAA Implementation Guide-specific  

requirements, such as repeated counts, used or not used codes, elements and segments, required 
or intra-segment situational data elements (non-medical code sets as laid out in the 
Implementation Guide) and values noted via an XZ12 code list or table.  
 

3.  Balancing Validation = Validating the transaction for balanced field totals, record or segment  
     counts.   
 
4.  Situational Validation = Validation of specific inter-segment situations described in the HIPAA  
     Implementation Guide such as: If A occurs, then B must be populated. This is considered to  
     include the validation of situational fields given values or situations present elsewhere in the file.  
 
5.  External Code Set = Validation of Implementation Guide –specific code set values.  

Example:  

 Zip Codes 
 
6. Line of Service = Not Applicable 
 
7.  Trading Partner Specific = Payer specific editing.  

Example:  

 Missing/Invalid Master Policy Number (MPN) 

 Missing/Invalid Plan Coverage Description  
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# Data 

 

Entire Document start  

Errors at Entire Document level: 
Errors: 0 

Warnings: 0 
Informations: 0  

Interchange Received:  1 
Interchange Accepted:  0 

 

 

 

 

1 Interchange start 

Guideline file: E:\Edifecs\BCBSKSArtifacts\guidelines\EnvelopIntC-x-5010-HIPAA.ecs 

Errors at Interchange level: 
Errors: 0 

Warnings: 0 
Informations: 0  

Group Received:  1 
Group Accepted:  0 

 

 

Sender ID: 0009000  Sender Qualifier: ZZ 
Receiver ID: ASK  Receiver Qualifier: ZZ 
Control Number: 009887215 Version: 00501 
Date: 170213 Time: 0139 

 

 

 

1 ISA*00* *00* *ZZ*0009000 *ZZ*ASK *170213*0139*^*00501*009887215*1*T*|  

 

1.1 Group start 

Guideline file: E:\Edifecs\BCBSKSArtifacts\guidelines\EnvelopFuncG-x-3072AndHigher-HIPAA_A1.ecs 

Errors at Group level: 
Errors: 0 

Warnings: 0 
Informations: 0  

Transaction Received:  1 
Transaction Accepted:  0 

 

 

Sender ID: 0009000 Receiver ID: BCBSKS 
Control Number: 1172131 Version: 005010X220A1 
Date: 20170213 Time: 01395400 

 

 

 

2 GS*BE*0009000*BCBSKS*20170213*01395400*1172131*X*005010X220A1  

 

1.1.1 Transaction start 

Guideline file: E:\Edifecs\BCBSKSArtifacts\guidelines\834x220A1.ecs 

Errors at Transaction level: 
Errors: 4 

Warnings: 3 
Informations: 0  

 

 

Control Number: 9887215 Transaction ID: 834 
 

 

 

3 ST*834*9887215*005010X220A1  

4 BGN*00*201702133954*20170213*01395400****RX  

5 REF*38* MPN02345  

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

1 0xe0010  

Business Message: 
An error was reported from a JavaScript rule. 
 
 
Invalid MPN. Location: REF*38 

7 - 
Partner 
Specific 

Rejection 

ID: 127  
IID: 168 

Name: 
Reference 
Identification 

Standard 
Option: 

Relational 

User 
Option: 

Must Use 

Max Use: 1 
Min Length: 1 
Max Length: 50 
Type: Alphanumeric 

 

 

 

A rejection is reflected in RED.  Error = REF*38* MPN02345 
In this example the MPN02345 is invalid and the file cannot be processed.  The error message 
reflects Invalid MPN in the REF*38.  The file was rejected.   
 
The Employer Group will need to correct this information and resubmit.  
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6 DTP*007*D8*20170213  

7 N1*P5*Health Data Specialists*FI*311653050  

8 N1*IN*BCBSKS*FI*480952857  

9 INS* U * 18 *030*AI*A*** AC  

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

2 0x810024  

Business Message: 
An invalid code value was encountered. 
 
 
Element INS01 (Yes/No Condition or Response Code) 
does not contain a valid identification code: 'U' is not 
allowed. Segment INS is defined in the guideline at 
position 0100. 
 
This error was detected at: 
Segment Count: 7 
Element Count: 1 
Characters: 365 through 366 

2 - 
HIPAA 
Syntax 

Normal 

ID: 1073  
IID: 1691 

Name: 
Yes/No Condition 
or Response Code 

Standard 
Option: 

Mandatory 

User Option: Must Use 
Max Use: 1 
Min Length: 1 
Max Length: 1 
Type: Identifier 

 

 

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

3 0x39393df  

Business Message: 
Individual Relationship Code is invalid. 
 
 
Value of element INS02 is incorrect. Value '18' is not 
expected to be used when INS01 is not 'Y'. Segment INS 
is defined in the guideline at position 0100. 
 
This error was detected at: 
Segment Count: 7 
Element Count: 2 
Character: 367 through 369 

4 - 
Situational 

Normal 

ID: 1069  
IID: 1702 

Name: 
Individual 
Relationship Code 

Standard 
Option: 

Mandatory 

User Option: Must Use 
Max Use: 1 
Min Length: 2 
Max Length: 2 
Type: Identifier 

 

 

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

4 0x39392fb  

Business Message: 
Employment Status Code should not be used. 
 
 
Element INS08 is used. It should not be used when INS01 
is not 'Y'. Segment INS is defined in the guideline at 
position 0100. 
 
This error was detected at: 
Segment Count: 7 
Element Count: 8 
Character: 381 through 383 

2 - 
HIPAA 
Syntax 

Warning 

ID: 584  
IID: 1795 

Name: 
Employment Status 
Code 

Standard 
Option: 

Optional 

User Option: Used 
Max Use: 1 
Min Length: 2 
Max Length: 2 
Type: Identifier 

 

 

 

A warning is reflected in RED.  INS* U * 18 *030*AI*A*** AC  
In this example the value of "U" is not allowed, the "18" is not to be used when the INS01 is not "Y", 
the INS08, "AC", should not be used when the INS01 is not a "Y".   
 
The Employer Group will need to correct this information before the next submission.  
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10 REF*0F*009600481  

11 REF*1L*27532  

12 DTP*303*D8*20170101  

13 DTP*356*D8*20170101  

14 DTP*336*D8*20110404  

15 NM1*IL*1*LATTA*STEPHANIE*A*** 34  

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

5 0x9210019  

Business Message: 
An HIPAA syntax error occurred. 
 
 
If either of NM108, NM109 is present, then all must be 
present. The syntax rule P0809 of Segment NM1 is violated. 
Segment NM1 is defined in the guideline at position 0300. 
 
This error was detected at: 
Segment Count: 13 
Element Count: 8 
Characters: 515 through 517 

1 - EDI 
Syntax 

Normal 

ID: 66  
IID: 2239 

Name: 
Identification Code 
Qualifier 

Standard 
Option: 

Relational 

User Option: Used 
Max Use: 1 
Min Length: 1 
Max Length: 2 
Type: Identifier 

 

 

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

6 0x39393b6  

Business Message: 
Social Security Number (SSN) for Member Name is invalid. 
 
 
Value of element NM109 is incorrect. Expected value is Social 
Security Number (format is '9 digits or '000-00-0000'') when 
NM108='34'. Segment NM1 is defined in the guideline at 
position 0300. 
 
This error was detected at: 
Segment Count: 13 
Element Count: 9 
Character: 517 through 517 

2 - HIPAA 
Syntax 

Warning 

ID: 67  
IID: 2250 
Name: Identification Code 
Standard 
Option: 

Relational 

User Option: Used 
Max Use: 1 
Min Length: 2 
Max Length: 80 
Type: Alphanumeric 

 

 

 

# Error ID Error Message 
SNIP 
Type 

Severity Guideline Properties 

7 0x9210019  

Business Message: 
An HIPAA syntax error occurred. 
 
 
If either of NM108, NM109 is present, then all must be 
present. The syntax rule P0809 of Segment NM1 is violated. 
Segment NM1 is defined in the guideline at position 0300. 
 
This error was detected at: 
Segment Count: 13 
Element Count: 9 
Characters: 517 through 517 

1 - EDI 
Syntax 

Normal 

ID: 67  
IID: 2250 
Name: Identification Code 
Standard 
Option: 

Relational 

User Option: Used 
Max Use: 1 
Min Length: 2 
Max Length: 80 
Type: Alphanumeric 

 

 

 
A warning is reflected in RED.  NM1*IL*1*LATTA*STEPHANIE*A*** 34  
In this example if either the NM108, NM109 is present then all must be present. NM109 is incorrect 
and should contain a valid 9-digit Social Security number since the NM108 contains a 34 qualifier.  
 
The Employer Group will need to correct this information before the next submission.  
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16 N3*3210 WEST 126TH AVENUE  
17 N4*BROOMFIELD*CO*80020  
18 DMG*D8*19650905*F  
19 HD*030**HLT*BBHI*EMP  
20 DTP*348*D8*20170101  
21 SE*19*9887215  
22 GE*1*1172131  
23 IEA*1*009887215  

This report is the proprietary and confidential information of Edifecs, Inc. Any unauthorized use or disclosure of 
this report, or any portion or derivative thereof, is strictly prohibited. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Administrative Services of Kansas (ASK) is Blue Cross and Blue Shield of Kansas dba ASK. 


